Abstract - One of the novel approaches to energy-efficient WSNs is employment of passive RF communication. Passive backscatter communication nodes, which modulate and reflect back the incident RF signal, offer a substantial reduction in energy consumption by nodes. Consequently, such a backscatter communication technology offers numerous advantages over conventional active communication systems including battery-free operation, small-form factor, and cost-effectiveness. A typical example of such a network is the radio frequency identification (RFID) system with an active reader and passive tags. However, such conventional backscatter communication (i.e. RFID) employs only direct, reader-to-node links where a networked approach among the passive nodes is absent. Yet with recent advancements in silicon technology in terms of miniaturization and improved energy-efficiency it becomes possible to employ a collaborative and networked approach. Moreover, sensing capabilities have been incorporated into such passive tags, and a network with such nodes is termed as Wireless Passive Sensor Network (WPSN). The talk will explore various challenges and opportunities aspects of the WPSNs including collaborative beamforming, capacity analysis in a three transmission frameworks − single hop, multi hop, and multipath routing − and security challenges.
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